**附件：**

**公开招聘任职资格及岗位职责一览表**

| **岗位** | **人数** | **专业及工作经验** | **岗位职责** |
| --- | --- | --- | --- |
| **信息中心副主任（正处级）** | 2 | 1.学历专业要求：本科及以上学历，计算机相关专业。  2.工作经验: 10年以上相关工作经验，熟悉信息技术领域专业知识，熟悉核行业背景及国内外发展趋势、核工业领域相关业务与技术发展现状，熟悉行业新的信息化发展及技术趋势，掌握信息化治理、企业架构、流程再造、信息化项目管理、信息安全等管理体系和方法；具有大型集团统建项目实施经验，掌握企业数字化转型方法，有丰富的信息化项目实施经验。  3.能力要求：具有较强的战略思维能力、统筹规划能力、全局意识；具有较强的团队管理能力、培养指导下属能力、激励下属能力、知人善用能力、监督能力和决策能力；具有较强的书面表达能力、问题解决能力、组织协调能力、危机处理能力。 | 1.协助信息中心主任，负责分管领域工作。  2.负责制定分管领域的工作计划和相关管理制度。负责制定和修订分管领域制度，并组织实施；负责制定和修订分管领域工作规范和流程，并组织实施；根据中心年度计划制定阶段工作计划，并组织实施、监督检查和改进；根据工作计划的执行情况，及时进行工作总结。  3.负责策划信息中心分管领域的发展方向和定位，组织信息中心业务发展。负责根据集团战略策划集团信息化方向，促进集团数字化转型；负责根据集团信息化中长期规划，策划信息技术发展方向，组织确定重大技术路线、重要信息平台选型；负责根据集团信息化发展方向，组织信息中心和集团信息技术能力建设。  4.负责信息中心分管领域重点业务的管理和策划。根据职责分工，负责集团架构管理体系建设、推广和维护，负责集团公司信息化顶层框架设计与管控，负责集团公司统建系统和集团总部重要系统的组织与建设，负责集团公司数据中心的规划与运营，负责组织分管领域重点项目管理，负责组织制定分管领域信息化管理和技术标准规范。  5.协助信息中心主任开展内部管理和对外协作。协助信息中心主任制定内部管理办法并贯彻实施，协助信息中心主任做好内部员工管理、团队建设和绩效考核，按照内部分工落实中心行政后勤、质量管控、人力资源、信息安全管理及风险防控等管理工作，对中心员工提供必要的工作指导，负责组织技术培训、内部学习和知识共享，协助信息中心主任组织对外协作。  6.完成领导交办的其它工作。 |
| **首席架构师（财务管理领域）** | 1 | 1.学历专业要求：本科及以上学历，计算机或财务管理相关专业。  2.工作经验: 具备10年以上企业信息化财务相关项目实施和架构管理经验；有大型企业集团财务系统实施经验，独立主导过重大项目架构演化及推进落地；对IT技术和财务业务有前瞻性思考，能够主导平台架构做方向性的决策并推进落地。  3.能力要求：具有强烈的自我驱动能力和高效学习、把控新技术的能力；协同能力，具备良好的团队沟通协同能力，能推动多业务、多角色的大型项目顺利推进，带领团队取得成果。 | 1.对大型企业集团财务业务战略有深刻理解，结合行业发展趋势及财务业务战略方向对财务平台产品的长期发展做出预见性的判断和方向规划，组织实施并持续优化。  2.协助开展集团的IT架构规划、设计和管理，负责财务业务相关架构规划、设计和管理。  3.负责理解和挖掘财务业务场景，将财务业务场景和信息科技能力结合，转化为可操作的架构方案，促进利益相关方达成共识。  4.负责管理财务相关项目解决方案与企业架构之间的一致性，根据架构资产指导项目解决方案的设计，制定架构符合性检查点并付诸实施。  5.负责根据项目解决方案来验证、优化和扩展IT架构财务相关架构资产，使得架构资产能适应需求和技术的变化。  6.完成领导交办的其它工作。 |
| **首席架构师（数据架构领域）** | 1 | 1.学历专业要求：本科及以上学历，计算机相关专业。  2.工作经验:具备10年以上企业架构/数据架构管理经验，有大型企业集团数据架构规划或者管理经验，独立主导过重大项目架构演化及推进落地；对集团级数据架构管控有前瞻性思考，熟悉人工智能、大数据等技术发展趋势，能够主导平台架构做方向性的决策并推进落地。  3.能力要求：具有强烈的自我驱动能力和高效学习、把控新技术的能力；协同能力，具备良好的团队沟通协同能力，能推动多业务、多角色的大型项目顺利推进，带领团队取得成果。 | 1.对集团级数据架构管理有深刻理解，结合行业发展趋势及业务战略，并根据企业价值链、业务架构等输入，对集团数据架构建设和体系运作进行设计，并组织实施及持续优化。  2.开展集团的数据架构规划、设计和管理；负责理解和挖掘业务场景，将业务场景和数据架构体系结合，转化为可操作的架构方案，促进利益相关方达成共识。  3.负责规划并牵头建立集团的数据资产目录，定义数据标准。整合各业务领域的数据诉求，梳理数据全景图，进行主题域分组和主题域数据分类，定义关键业务对象。  4.构建企业级数据模型，进行数据定义、数据逻辑、数据血缘关系设计。支撑构建集团统一数据治理体系，满足跨领域、集团数据共享需求。  5.负责集团统一数据管控策略制定和数据管控平台建设，按照统一的数据分类管理框架，指导各领域开展数据分类管理工作。  6.负责管理项目解决方案中数据架构与企业架构之间的一致性，根据数据架构资产指导项目解决方案的设计，制定架构符合性检查点并付诸实施。  7.负责根据项目解决方案来验证、优化和扩展数据架构资产，优化数据架构资产和数据架构体系。  8.完成领导交办的其它工作。 |
| **首席架构师（网络安全领域）** | 1 | 1.学历专业要求：本科及以上学历，计算机或网络安全相关专业。  2.工作经验: 具备10年以上网络安全规划设计或企业网络安全相关项目实施和架构管理经验；有大型企业网络安全规划、管理、实施经验，独立主导过重大项目架构演化及推进落地；对网络安全和IT技术有前瞻性思考，能够主导网络安全架构做方向性的决策并推进落地。  3.能力要求：具有强烈的自我驱动能力和高效学习、把控新技术的能力；协同能力，具备良好的团队沟通协同能力，能推动多业务、多角色的大型项目顺利推进，带领团队取得成果。 | 1.对大型企业集团网络安全战略有清晰理解，结合行业发展趋势及国家网络安全战略方向对网络安全技术体系的长期发展做出预见性的判断和方向规划，组织实施并持续优化。  2.协助开展集团的网络安全管理架构规划、设计和管理，负责网络安全技术架构规划、设计和管理；  3.负责理解和挖掘网络安全攻防场景，将攻防场景和网络安全技术能力结合，转化为可操作的架构方案，促进利益相关方达成共识。  4.负责管理项目解决方案中网络安全架构与企业架构之间的一致性，根据架构资产指导项目解决方案的设计，制定架构符合性检查点并付诸实施。  5.负责根据项目解决方案来验证、优化和扩展网络安全技术架构资产，使得架构资产能适应需求和技术的变化。  6.完成领导交办的其它工作。 |
| **规划及架构管控高级主管** | 1 | 1.学历专业要求：本科及以上学历，计算机相关专业。  2.工作经验: 8年以上相关工作经验，精通信息化规划、企业架构知识，精通业务及开发建模工具，具有信息化规划和企业架构设计经验。  3.能力要求：具备良好的沟通协调能力、较强的判断与决策能力、计划与执行能力，具备良好的团队精神。 | 1.负责集团信息化规划、顶层架构（应用架构、技术架构、数据架构）和演进路线设计，负责编制信息化项目实施路线图。  2.负责集团信息化架构管控，负责制定企业架构的管理制度、策略和原则，负责建立企业架构管控体系并组织日常运作，负责对信息化项目设计方案及交付物进行审查，负责编制架构规范和标准，对执行情况进行监督和检查。  3.负责制定集团信息化数据治理体系，负责评估集团信息化数据治理体系成熟度，负责建立集团信息化数据治理管理流程制度，负责识别集团信息化数据类别（主数据、参考数据、元数据等）。  4.负责架构资产库的设计和维护，负责集团架构资产库的建立，负责架构资产库的补充和完善。  5.完成领导交办的其它工作。 |
| **需求及项目管理总监** | 1 | 1.学历专业要求：本科及以上学历，计算机相关专业。  2.工作经验: 10年以上相关工作经验，5年以上管理工作经验；具备丰富的项目群管控经验；熟悉业务流程管理理论，负责过大型信息系统建设工程项目管理；精通项目管理方法论。  3.能力要求：具备较强的需求判断、引导、管理能力、逻辑思维能力和沟通协调能力；具有较强的判断与决策能力、计划与执行能力，具备良好的团队精神。 | 1.负责集团公司信息化需求及项目管理。  2.负责集团公司信息化需求及项目管理业务制度建设工作，负责建立集团公司信息化需求管理和项目管理体系、制度和流程，负责建立集团公司信息化需求管理和项目管理规范，参与信息化规划和信息化架构体系建设。  3.负责组织集团公司信息化需求及项目审查。  4.负责集团重大和统建信息化项目全过程管理工作，负责集团重大和统建信息化项目前期立项工作，负责集团重大和统建信息化项目方案编制、技术选型、技术规范书编制。  5.全面负责需求及项目组工作开展，负责制定需求及项目组工作计划、工作总结，负责需求及项目组任务的跟踪落实，指导团队成员开展工作。  6.完成领导交办的其它工作。 |
| **技术管理总监** | 1 | 1.学历专业要求：本科及以上学历，计算机相关专业。  2.工作经验: 10年以上相关工作经验，5年以上管理工作经验，熟悉国家或业内主要IT技术标准，熟悉主流IT技术并具备前瞻性，了解常用软件开发语言，具备大型软件系统或数据中心建设和运营项目管理工作经验。  3.能力要求：具备良好的沟通协调能力、较强的判断与决策能力、计划与执行能力，具备良好的团队精神。 | 1.负责集团公司IT技术管理。  2.负责集团公司IT技术路线、技术平台管理，包括软件平台建设、数据中心运营标准和流程等。  3.负责集团公司重点IT项目研发、IT核心技术管理、IT重大技术决策和IT技术方案的制定与实施，IT产品类技术框架的选型与实施。  4．负责集团公司的技术架构和重点项目的总体技术方案管理、负责重点项目的技术质量评估。  5.全面负责技术管理组的工作开展，负责技术管理组日常管理，工作计划制定、跟踪、总结，负责技术管理组任务的跟踪落实，负责技术管理组团队的梯队化建设及管理，培养技术团队，指导技术管理组团队成员开展工作。  6.完成领导交办的其它工作。 |
| **技术管理高级主管（网络安全领域）** | 1 | 1.学历专业要求：本科及以上学历，计算机或网络安全相关专业。  2.工作经验:具备10年以上网络安全技术研究应用或企业级网络安全防护体系建设经验；熟悉国家网络安全等级保护、分级保护、商业秘密保护相关标准规范；具备军工企业网络安全防护体系、技术监测体系、安全运营体系建设经验；具备网络安全检查、分析、处置工作经验；对企业级网络安全防护体系及技术有前瞻性思考，能够主导网络安全技术发展方向的决策并推进落地。  3.能力要求：具有高效学习、把控新技术的能力；具备良好的技术、管理文档编制能力；具备良好的沟通协调能力、计划与执行能力，具备良好的团队精神；具备CISP证书。 | 1.对大型企业集团网络安全战略有清晰理解，结合行业发展趋势及国家网络安全战略方向对网络安全技术体系的长期发展做出预见性的判断和方向规划，组织实施并持续优化。  2.负责网络安全技术架构规划、设计，持续提升技术体系的适应性及防护能力；  3.负责理解和挖掘网络安全攻防场景，将攻防场景和网络安全技术能力结合，转化为可操作的网络安全防护体系提升工作方案。  4.负责网络安全攻防渗透、漏洞验证、安全监测、攻击溯源、事件处置技术管理工作，编制技术方案，管理项目解决方案中网络安全架构与企业架构之间的一致性，根据架构资产指导项目解决方案的设计，制定架构符合性检查点并付诸实施。  5.负责根据项目解决方案来验证、优化和扩展网络安全技术架构资产，使得架构资产能适应需求和技术的变化。  6.完成领导交办的其它工作。 |